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The social network is an integral part of life for most people. People make friends on Facebook and Twitter, and find jobs on LinkedIn. However, the existence of social networks inevitably forces people to face privacy issues [1]. For workplace social networking platforms, the privacy concerns are not limited to the leakage of user information. If an employee posts sensitive information, such as salary, job-hopping, or complaining about the company, he may face pressure from the company he works for. Therefore, how to selectively block all colleagues to post sensitive information and prevent screenshots from being spread by others is a problem that needs to be studied.

The emergence of sensitive information is more caused by information inequality between job seekers and companies. Job seekers cannot obtain information from companies, so they hope to get them from employees. There has been a lot of effort on salary transparency, which is job seekers focus on the most. In 2016, LinkedIn launched Salary Insights, a system that gathers salary information from members to provide salary insights to job seekers. In 2017, Kenthapadi [2] introduced the LinkedIn compensation product, which collects reams of data to help people calculate their earning potential. These are very meaningful and innovative products, but at present, the coverage of these products is low as well as many regions and positions are not counted. Also, many job seekers are looking for information other than salaries, such as working environment and intensity. In addition, a 2018 Jesus [3] study of algorithms that predict how likely employees are to leave the workplace based on LinkedIn has made employees’ situation even more precarious.

That's not the original vision of social platforms. As a social network, it should meet the needs of users for free and open communication. Therefore, people have been studying the privacy protection of social platforms. In 2017, The TABOO application developed by Neerbeky [4] detected sensitive information in sentences using the RNN model. In June of the same year, Cappellari [5] compared a variety of machine learning algorithms and found that SVM was the best sensitive information detection. However, the accuracy of the above two methods for text analysis is limited only through a single model or algorithm. In 2018, Islam [6] showed that supervised learning using Naive Bayes for examination achieved better results than SVM with the addition of appropriate data preprocessing. In addition to machine learning, Canfora [7] uses NLP to prevent privacy leaks on social networks through a plugin. In the plugin, a pop-up window shows what privacy a tweet might reveal.

The above method of detecting sensitive information is to prompt users and inform them that these contents may leak private information. However, some users want to secretly share sensitive information about the company, such as the intensity of the department's work, the difficulty of the promotion, and the range and frequency of salary increases. If the information needs to be encrypted for release, it is likely to be negative for companies. But this negative information can help job seekers find a more suitable job. To post this information on the social platform, encryption could be a good choice. It can be seen that there has always been a demand for information protection on social platforms.

There are various encryption methods. At present, the mainstream encryption methods include BASE-64, AES, DES and RSA encryption algorithm. Malik [8] developed a BASE-64 and AES encryption system in 2020, mainly for medical image encryption. But encryption for medicine is not the same as encryption for social platforms, and encrypted content on online social networks should be easily accessible to other users. In 2013, Tierney's team tried to do just that [9]. They developed a system that uses BASE-64 to encrypt photos, allowing users to encrypt photos and upload them to the OSN.
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